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(d) LIMITATION.—The Chairman shall make 

any adjustments pursuant to this section in 
a manner consistent with the limitations de-
scribed in sections 4(c) and 7(h) of the Statu-
tory Pay-As-You-Go Act of 2010 (Public Law 
111–139). 

(e) DEFINITION.—For the purposes of this 
section, the terms ‘‘budgetary effects’’ or 
‘‘effects’’ mean the amount by which a provi-
sion changes direct spending or revenues rel-
ative to the baseline. 

(f) SUNSET.—This section shall expire on 
December 31, 2011. 

Subtitle B—Budgetary Treatment, 
Application, and Adjustments 

SEC. 311. BUDGETARY TREATMENT OF CERTAIN 
DISCRETIONARY ADMINISTRATIVE 
EXPENSES. 

In the Senate, notwithstanding section 
302(a)(1) of the Congressional Budget Act of 
1974, section 13301 of the Budget Enforcement 
Act of 1990, and section 2009a of title 39, 
United States Code, the joint explanatory 
statement accompanying the conference re-
port on any concurrent resolution on the 
budget shall include in its allocations under 
section 302(a) of the Congressional Budget 
Act of 1974 to the Committees on Appropria-
tions amounts for the discretionary adminis-
trative expenses of the Social Security Ad-
ministration and of the Postal Service. 

SEC. 312. APPLICATION AND EFFECT OF 
CHANGES IN ALLOCATIONS AND AG-
GREGATES. 

(a) APPLICATION.—Any adjustments of allo-
cations and aggregates made pursuant to 
this resolution shall— 

(1) apply while that measure is under con-
sideration; 

(2) take effect upon the enactment of that 
measure; and 

(3) be published in the Congressional 
Record as soon as practicable. 

(b) EFFECT OF CHANGED ALLOCATIONS AND 
AGGREGATES.—Revised allocations and ag-
gregates resulting from these adjustments 
shall be considered for the purposes of the 
Congressional Budget Act of 1974 as alloca-
tions and aggregates contained in this reso-
lution. 

(c) BUDGET COMMITTEE DETERMINATIONS.— 
For purposes of this resolution the levels of 
new budget authority, outlays, direct spend-
ing, new entitlement authority, revenues, 
deficits, and surpluses for a fiscal year or pe-
riod of fiscal years shall be determined on 
the basis of estimates made by the Com-
mittee on the Budget of the Senate. 

SEC. 313. ADJUSTMENTS TO REFLECT CHANGES 
IN CONCEPTS AND DEFINITIONS. 

Upon the enactment of a bill or joint reso-
lution providing for a change in concepts or 
definitions, the Chairman of the Committee 
on the Budget of the Senate may make ad-
justments to the levels and allocations in 
this resolution in accordance with section 
251(b) of the Balanced Budget and Emergency 
Deficit Control Act of 1985 (as in effect prior 
to September 30, 2002). 

SEC. 314. EXERCISE OF RULEMAKING POWERS. 

Congress adopts the provisions of this 
title— 

(1) as an exercise of the rulemaking power 
of the Senate, and as such they shall be con-
sidered as part of the rules of the Senate and 
such rules shall supersede other rules only to 
the extent that they are inconsistent with 
such other rules; and 

(2) with full recognition of the constitu-
tional right of the Senate to change those 
rules at any time, in the same manner, and 
to the same extent as is the case of any other 
rule of the Senate. 

AMENDMENTS SUBMITTED AND 
PROPOSED 

SA 323. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, to extend the expiring provisions 
of the USA PATRIOT Improvement and Re-
authorization Act of 2005 and the Intel-
ligence Reform and Terrorism Prevention 
Act of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on the 
table. 

SA 324. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 325. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 326. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 327. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 328. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 329. Mr. PAUL submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 330. Mr. UDALL of Colorado (for him-
self and Mr. WYDEN) submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 331. Mr. UDALL of Colorado (for him-
self and Mr. WYDEN) submitted an amend-
ment intended to be proposed by him to the 
bill S. 1038, supra; which was ordered to lie 
on the table. 

SA 332. Mr. UDALL of Colorado (for him-
self, Mr. PAUL, and Mr. WYDEN) submitted an 
amendment intended to be proposed by him 
to the bill S. 1038, supra; which was ordered 
to lie on the table. 

SA 333. Mr. SANDERS submitted an 
amendment intended to be proposed by him 
to the bill S. 1038, supra; which was ordered 
to lie on the table. 

SA 334. Mr. LEAHY (for himself, Mr. PAUL, 
Mr. CARDIN, Mr. BINGAMAN, Mr. COONS, Mrs. 
SHAHEEN, Mr. WYDEN, Mr. FRANKEN, Mrs. 
GILLIBRAND, and Mr. HARKIN) submitted an 
amendment intended to be proposed by him 
to the bill S. 1038, supra; which was ordered 
to lie on the table. 

f 

TEXT OF AMENDMENTS 

SA 323. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. JUDICIAL REVIEW OF NATIONAL SECU-

RITY LETTERS. 
Section 3511 of title 18, United States Code, 

is amended by adding at the end the fol-
lowing: 

‘‘(f) NATIONAL SECURITY LETTERS.—An offi-
cer or employee of the United States may 
not issue a National Security Letter under 
section 270 of title 18, United States Code, 
section 626 or 627 of the Fair Credit Report-

ing Act (15 U.S.C. 1681u and 1681v), section 
1114 of the Right to Financial Privacy Act of 
1978 (12 U.S.C. 3414), or section 802(a) of the 
National Security Act of 1947 (50 U.S.C. 
436(a)) unless— 

‘‘(1) the National Security Letter is sub-
mitted to a judge of the court established 
under section 103(a) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1803); and 

‘‘(2) such judge issues an order finding that 
a warrant could be issued under rule 41 of the 
Federal Rules of Criminal Procedure to 
search for and seize the information sought 
to be obtained in the National Security Let-
ter.’’. 

SA 324. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. SUSPICIOUS ACTIVITY REPORTS. 

Section 5318(g) of title 31, United States 
Code, is amended— 

(1) in paragraph (1), by inserting before the 
period at the end the following: ‘‘, except as 
provided in paragraph (5)’’; and 

(2) by adding at the end the following: 
‘‘(5) EXEMPTION.— 
‘‘(A) IN GENERAL.—A failure to submit a re-

port with respect to a suspicious transaction 
shall not be a violation of this subsection 
with respect to a financial institution or any 
person described in paragraph (1), in any case 
in which such financial institution or per-
son— 

‘‘(i) has in effect an established decision- 
making process with respect to suspicious 
transactions; 

‘‘(ii) has made a good faith effort to follow 
existing policies, procedures, and processes 
with respect to suspicious transactions; and 

‘‘(iii) has determined not to file a report 
with respect to a particular transaction. 

‘‘(B) EXCEPTION.—The exemption provided 
under subparagraph (A) does not apply in 
any case in which the failure to submit a 
suspicious transaction report is accompanied 
by evidence of bad faith on the part of the fi-
nancial institution or other person described 
in paragraph (1).’’. 

SA 325. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. JUDICIAL REVIEW OF SUSPICIOUS ACTIV-

ITY REPORTS. 
Section 5318(g) of title 31, United States 

Code, is amended— 
(1) in paragraph (1), by inserting before the 

period at the end ‘‘, subject to judicial re-
view under paragraph (5)’’; and 

(2) by adding at the end the following: 
‘‘(5) JUDICIAL REVIEW.—The Secretary may 

not, under this section or the rules issued 
under this section, or under any other provi-
sion of law, require any financial institution, 
director, officer, employee, or agent of any 
financial institution, or any other entity 
that is otherwise subject to regulation or 
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oversight by the Secretary or pursuant to 
the securities laws (as that term is defined 
under section 3 of the Securities Exchange 
Act of 1934) to report any transaction under 
this section or its equivalent under such pro-
vision of law, unless the appropriate district 
court of the United States issues an order 
finding that a warrant could be issued under 
rule 41 of the Federal Rules of Criminal Pro-
cedure for the information sought to be ob-
tained by the Secretary.’’. 

SA 326. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

Beginning on page 1, strike line 7 and all 
that follows through page 2, line 4, and insert 
the following: 

(a) USA PATRIOT IMPROVEMENT AND RE-
AUTHORIZATION ACT OF 2005.—Section 102(b)(1) 
of the USA PATRIOT Improvement and Re-
authorization Act of 2005 (Public Law 109–177; 
50 U.S.C. 1805 note, 50 U.S.C. 1861 note, and 50 
U.S.C. 1862 note) is amended to read as fol-
lows: 

‘‘(1) IN GENERAL.— 
‘‘(A) SECTION 206.—Effective June 1, 2015, 

the Foreign Intelligence Surveillance Act of 
1978 is amended so that section 105(c)(2) (50 
U.S.C. 1805(c)(2)) reads as such section read 
on October 25, 2001. 

‘‘(B) SECTION 215.—Effective May 27, 2011, 
the Foreign Intelligence Surveillance Act of 
1978 is amended so that sections 501, 502, and 
503 (50 U.S.C. 1861 and 1862) read as such sec-
tions read on October 25, 2001.’’. 

SA 327. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. MINIMIZATION PROCEDURES. 

(a) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Attorney General shall establish minimiza-
tion and destruction procedures governing 
the acquisition, retention, and dissemination 
by the Federal Bureau of Investigation of 
any records received by the Federal Bureau 
of Investigation— 

(1) in response to a National Security Let-
ter issued under section 2709 of title 18, 
United States Code, section 626 or 627 of the 
Fair Credit Reporting Act (15 U.S.C. 1681u 
and 1681v), section 1114 of the Right to Fi-
nancial Privacy Act of 1978 (12 U.S.C. 3414), 
or section 802(a) of the National Security Act 
of 1947 (50 U.S.C. 436(a)); or 

(2) pursuant to title V of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1861 et seq.). 

(b) MINIMIZATION AND DESTRUCTION PROCE-
DURES DEFINED.—In this section, the term 
‘‘minimization and destruction procedures’’ 
means— 

(1) specific procedures that are reasonably 
designed in light of the purpose and tech-
nique of a National Security Letter or a re-
quest for tangible things for an investigation 
to obtain foreign intelligence information, 
as appropriate, to minimize the acquisition 

and retention, and prohibit the dissemina-
tion, of nonpublicly available information 
concerning unconsenting United States per-
sons consistent with the need of the United 
States to obtain, produce, and disseminate 
foreign intelligence information, including 
procedures to ensure that information ob-
tained that is outside the scope of such Na-
tional Security Letter or request, is returned 
or destroyed; 

(2) procedures that require that nonpub-
licly available information, which is not for-
eign intelligence information (as defined in 
section 101(e)(1) of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1801(e)(1))) 
shall not be disseminated in a manner that 
identifies any United States person, without 
the consent of the United States person, un-
less the identity of the United States person 
is necessary to understand foreign intel-
ligence information or assess its importance; 
and 

(3) notwithstanding paragraphs (1) and (2), 
procedures that allow for the retention and 
dissemination of information that is evi-
dence of a crime which has been, is being, or 
is about to be committed and that is to be 
retained or disseminated for law enforce-
ment purposes. 

SA 328. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. FIREARMS RECORDS. 

(a) IN GENERAL.—Title X of the USA PA-
TRIOT Act (Public Law 107–56; 115 Stat. 391 
et seq.) is amended by adding at the end the 
following: 
‘‘SEC. 1017. FIREARMS RECORDS. 

‘‘(a) IN GENERAL.—No provision of this Act 
or an amendment made by this Act shall be 
construed to authorize access to any fire-
arms records in the possession of any person 
licensed under chapter 44 of title 18, United 
States Code. 

‘‘(b) ACCESS.—Access to any records de-
scribed in subsection (a) shall be provided in 
accordance with chapter 44 of title 18, United 
States Code.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of contents in section 1(b) 
of the USA PATRIOT Act (Public Law 107–56; 
115 Stat. 272 et seq.) is amended by adding at 
the end the following: 
‘‘Sec. 1017. Firearms records.’’. 

SA 329. Mr. PAUL submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. SUSPICIOUS ACTIVITY REPORTS. 

Section 5318(g)(1) of title 31, United States 
Code, is amended by inserting before the pe-
riod at the end the following: ‘‘, but only 
upon request of an appropriate law enforce-
ment agency to such institution or person 
for such report’’. 

SA 330. Mr. UDALL of Colorado (for 
himself and Mr. WYDEN) submitted an 

amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. LONE WOLF TERRORISTS AS AGENTS OF 

FOREIGN POWERS. 
Section 104 of the Foreign Intelligence Sur-

veillance Act of 1978 (50 U.S.C. 1804) is 
amended by adding at the end the following 
new subsection: 

‘‘(e) REQUIREMENTS FOR APPLICATIONS FOR 
INDIVIDUAL TERRORISTS.— 

‘‘(1) DELEGATION.—The Attorney General 
may only delegate the authority to approve 
an application under subsection (a) for an 
order approving electronic surveillance of an 
agent of a foreign power, as defined in sec-
tion 101(b)(1)(C), to the Deputy Attorney 
General. 

‘‘(2) NOTICE TO CONGRESS.—Not later than 
seven days after an application for an order 
approving electronic surveillance of an agent 
of a foreign power, as defined in section 
101(b)(1)(C), is made under subsection (a), the 
Attorney General shall submit to the Select 
Committee on Intelligence and the Com-
mittee on the Judiciary of the Senate and 
the Permanent Select Committee on Intel-
ligence and the Committee on the Judiciary 
of the House of Representatives notice of 
such application.’’. 

SA 331. Mr. UDALL of Colorado (for 
himself and Mr. WYDEN) submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. SPECIFIC EVIDENCE FOR COURT ORDERS 

TO PRODUCE RECORDS AND OTHER 
ITEMS IN INTELLIGENCE INVESTIGA-
TIONS. 

(a) FACTUAL BASIS FOR REQUESTED 
ORDER.—Section 501(b)(2) of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1861(b)(2)) is amended to read as follows: 

‘‘(2) shall include— 
‘‘(A) a statement of facts showing that 

there are reasonable grounds to believe that 
the records or other things sought— 

‘‘(i) are relevant to an authorized inves-
tigation (other than a threat assessment) 
conducted in accordance with subsection 
(a)(2) to obtain foreign intelligence informa-
tion not concerning a United States person 
or to protect against international terrorism 
or clandestine intelligence activities; and 

‘‘(ii)(I) pertain to a foreign power or an 
agent of a foreign power; 

‘‘(II) are relevant to the activities of a sus-
pected agent of a foreign power who is the 
subject of such authorized investigation; or 

‘‘(III) pertain to an individual in contact 
with, or known to, a suspected agent of a for-
eign power; and 

‘‘(B) an enumeration of the minimization 
procedures adopted by the Attorney General 
under subsection (g) that are applicable to 
the retention and dissemination by the Fed-
eral Bureau of Investigation of any tangible 
things to be made available to the Federal 
Bureau of Investigation based on the order 
requested in such application.’’. 
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(b) EXCEPTION.—Notwithstanding the 

amendment made by subsection (a), an order 
issued by a court established under section 
103(a) of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1803) for access to 
business records under title V of such Act (50 
U.S.C. 1861 et seq.) in effect on, and issued 
prior to, September 30, 2011, shall remain in 
effect under the provisions of such title V in 
effect on September 29, 2011, until the date of 
expiration of such order. Any renewal or ex-
tension of such order shall be subject to the 
provisions of such title V in effect on Sep-
tember 30, 2011. 

(c) EFFECTIVE DATE.—The amendment 
made by subsection (a) shall take effect on 
September 30, 2011. 

SA 332. Mr. UDALL of Colorado (for 
himself, Mr. PAUL, and Mr. WYDEN) 
submitted an amendment intended to 
be proposed by him to the bill S. 1038, 
to extend the expiring provisions of the 
USA PATRIOT Improvement and Re-
authorization Act of 2005 and the Intel-
ligence Reform and Terrorism Preven-
tion Act of 2004 until June 1, 2015, and 
for other purposes; which was ordered 
to lie on the table; as follows: 

At the end, add the following: 
SEC. 3. LIMITATIONS ON ROVING WIRETAPS 

UNDER FOREIGN INTELLIGENCE 
SURVEILLANCE ACT. 

Section 105(c) of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1805(c)) is 
amended— 

(1) in paragraph (1), by striking subpara-
graphs (A) and (B) and inserting the fol-
lowing: 

‘‘(A)(i) the identity of the target of the 
electronic surveillance, if known; or 

‘‘(ii) if the identity of the target is not 
known, a description of the specific target 
and the nature and location of the facilities 
and places at which the electronic surveil-
lance will be directed; 

‘‘(B)(i) the nature and location of each of 
the facilities or places at which the elec-
tronic surveillance will be directed, if 
known; or 

‘‘(ii) if any of the facilities or places are 
not known, the identity of the target;’’; and 

(2) in paragraph (2)— 
(A) by redesignating subparagraphs (B) 

through (D) as subparagraphs (C) through 
(E), respectively; and 

(B) by inserting after subparagraph (A) the 
following: 

‘‘(B) in cases where the facility or place at 
which the electronic surveillance will be di-
rected is not known at the time the order is 
issued, that the electronic surveillance be 
conducted only for such time as it is reason-
able to presume that the target of the sur-
veillance is or was reasonably proximate to 
the particular facility or place;’’. 

SA 333. Mr. SANDERS submitted an 
amendment intended to be proposed by 
him to the bill S. 1038, to extend the 
expiring provisions of the USA PA-
TRIOT Improvement and Reauthoriza-
tion Act of 2005 and the Intelligence 
Reform and Terrorism Prevention Act 
of 2004 until June 1, 2015, and for other 
purposes; which was ordered to lie on 
the table; as follows: 

At the end, add the following: 
SEC. 3. PROTECTIONS FOR BOOKSTORES AND LI-

BRARIES. 
(a) EXEMPTION OF BOOKSTORES AND LIBRAR-

IES FROM ORDERS REQUIRING THE PRODUCTION 
OF ANY TANGIBLE THINGS FOR CERTAIN FOR-
EIGN INTELLIGENCE INVESTIGATIONS.—Section 
501 of the Foreign Intelligence Surveillance 

Act of 1978 (50 U.S.C. 1861) is amended by add-
ing at the end the following new subsection: 

‘‘(i) PROHIBITION ON SEARCHING FOR OR SEIZ-
ING MATERIAL FROM A BOOKSELLER OR LI-
BRARY.— 

‘‘(1) IN GENERAL.—No application may be 
made under this section with either the pur-
pose or effect of searching for, or seizing 
from, a bookseller or library documentary 
materials that contain personally identifi-
able information concerning a patron of a 
bookseller or library. 

‘‘(2) CONSTRUCTION.—Nothing in this sub-
section shall be construed as precluding a 
physical search for documentary materials 
referred to in paragraph (1) under other pro-
visions of law, including under section 303. 

‘‘(3) DEFINITIONS.—In this subsection: 
‘‘(A) BOOKSELLER.—The term ‘bookseller’ 

means any person or entity engaged in the 
sale, rental or delivery of books, journals, 
magazines, or other similar forms of commu-
nication in print or digitally. 

‘‘(B) DOCUMENTARY MATERIALS.—The term 
‘documentary materials’ means any docu-
ment, tape or other communication created 
by a bookseller or library in connection with 
print or digital dissemination of a book, 
journal, magazine, newspaper, or other simi-
lar form of communication, including access 
to the Internet. 

‘‘(C) LIBRARY.—The term ‘library’ has the 
meaning given that term under section 213(2) 
of the Library Services and Technology Act 
(20 U.S.C. 9122(2)) whose services include ac-
cess to the Internet, books, journals, maga-
zines, newspapers, or other similar forms of 
communication in print or digitally to pa-
trons for their use, review, examination or 
circulation. 

‘‘(D) PATRON.—The term ‘patron’ means 
any purchaser, renter, borrower, user or sub-
scriber of goods or services from a library or 
bookseller. 

‘‘(E) PERSONALLY IDENTIFIABLE INFORMA-
TION.—The term ‘personally identifiable in-
formation’ includes information that identi-
fies a person as having used, requested or ob-
tained specific reading materials or services 
from a bookseller or library.’’. 

(b) NATIONAL SECURITY LETTERS.—Section 
2709(f) of title 18, United States Code, is 
amended to read as follows: 

‘‘(f) EXCEPTION FOR LIBRARIES AND BOOK-
SELLERS.— 

‘‘(1) IN GENERAL.—A library or a bookseller 
is not a wire or electronic communication 
service provider for purposes of this section, 
regardless of whether the library or book-
seller is providing electronic communication 
service. 

‘‘(2) DEFINITIONS.—In this subsection: 
‘‘(A) BOOKSELLER.—The term bookseller 

means any person or entity engaged in the 
sale, rental, or delivery of books, journals, 
magazines, or other similar forms of commu-
nication in print or digitally. 

‘‘(B) LIBRARY.—The term library has the 
meaning given that term in section 213(1) of 
the Library Services and Technology Act (20 
U.S.C. 9122(1)).’’. 

SA 334. Mr. LEAHY (for himself, Mr. 
PAUL, Mr. CARDIN, Mr. BINGAMAN, Mr. 
COONS, Mrs. SHAHEEN, Mr. WYDEN, Mr. 
FRANKEN, Mrs. GILLIBRAND, and Mr. 
HARKIN) submitted an amendment in-
tended to be proposed by him to the 
bill S. 1038, to extend the expiring pro-
visions of the USA PATRIOT Improve-
ment and Reauthorization Act of 2005 
and the Intelligence Reform and Ter-
rorism Prevention Act of 2004 until 
June 1, 2015, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

At the end, add the following: 
SEC. 3. ADDITIONAL SUNSETS. 

(a) NATIONAL SECURITY LETTERS.— 
(1) REPEAL.—Effective on December 31, 

2013— 
(A) section 2709 of title 18, United States 

Code, is amended to read as such provision 
read on October 25, 2001; 

(B) section 1114(a)(5) of the Right to Finan-
cial Privacy Act of 1978 (12 U.S.C. 3414(a)(5)) 
is amended to read as such provision read on 
October 25, 2001; 

(C) subsections (a) and (b) of section 626 of 
the Fair Credit Reporting Act (15 U.S.C. 
1681u) are amended to read as subsections (a) 
and (b), respectively, of the second of the 2 
sections designated as section 624 of such Act 
(15 U.S.C. 1681u) (relating to disclosure to the 
Federal Bureau of Investigation for counter-
intelligence purposes), as added by section 
601 of the Intelligence Authorization Act for 
Fiscal Year 1996 (Public Law 104–93; 109 Stat. 
974), read on October 25, 2001; 

(D) section 627 of the Fair Credit Reporting 
Act (15 U.S.C. 1681v) is repealed; and 

(E) section 802 of the National Security 
Act of 1947 (50 U.S.C. 436) is amended to read 
as such provision read on October 25, 2001. 

(2) TRANSITION PROVISION.—Notwith-
standing paragraph (1), the provisions of law 
referred to in paragraph (1), as in effect on 
December 30, 2013, shall continue to apply on 
and after December 31, 2013, with respect to 
any particular foreign intelligence investiga-
tion or with respect to any particular offense 
or potential offense that began or occurred 
before December 31, 2013. 

(3) TECHNICAL AND CONFORMING AMEND-
MENTS.—Effective December 31, 2013— 

(A) section 3511 of title 18, United States 
Code, is amended— 

(i) in subsections (a), (c), and (d), by strik-
ing ‘‘or 627(a)’’ each place it appears; and 

(ii) in subsection (b)(1)(A), as amended by 
section 7(b) of this Act, by striking ‘‘section 
626 or 627 of the Fair Credit Reporting Act (15 
U.S.C. 1681u and 1681v)’’ and inserting ‘‘sec-
tion 626 of the Fair Credit Reporting Act (15 
U.S.C. 1681u)’’; 

(B) section 118(c) of the USA PATRIOT Im-
provement and Reauthorization Act of 2005 
(18 U.S.C. 3511 note) is amended— 

(i) in subparagraph (C), by adding ‘‘and’’ at 
the end; 

(ii) in subparagraph (D), by striking ‘‘; 
and’’ and inserting a period; and 

(iii) by striking subparagraph (E); and 
(C) the table of sections for the Fair Credit 

Reporting Act (15 U.S.C. 1681 et seq.) is 
amended by striking the item relating to 
section 627. 

(b) FISA AMENDMENTS ACT OF 2008.— 
(1) EXTENSION.—Section 403(b)(1) of the 

FISA Amendments Act of 2008 (Public Law 
110–261; 50 U.S.C. 1881 note) is amended by 
striking ‘‘December 31, 2012’’ and inserting 
‘‘December 31, 2013’’. 

(2) TECHNICAL AND CONFORMING AMEND-
MENTS.—Section 403(b)(2) of such Act (Public 
Law 110–261; 122 Stat. 2474) is amended by 
striking ‘‘December 31, 2012’’ and inserting 
‘‘December 31, 2013’’. 

(3) ORDERS IN EFFECT.—Section 404(b)(1) of 
such Act (Public Law 110–261; 50 U.S.C. 1801 
note) is amended in the heading by striking 
‘‘DECEMBER 31, 2012’’ and inserting ‘‘DECEM-
BER 31, 2013’’. 
SEC. 4. ORDERS FOR ACCESS TO CERTAIN BUSI-

NESS RECORDS AND TANGIBLE 
THINGS. 

(a) IN GENERAL.—Section 501 of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861) is amended— 

(1) in the section heading, by inserting 
‘‘AND OTHER TANGIBLE THINGS’’ after 
‘‘CERTAIN BUSINESS RECORDS’’; 

(2) in subsection (b)(2)— 
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(A) in subparagraph (A)— 
(i) by striking ‘‘a statement of facts show-

ing’’ and inserting ‘‘a statement of the facts 
and circumstances relied upon by the appli-
cant to justify the belief of the applicant’’; 
and 

(ii) by striking ‘‘clandestine intelligence 
activities,’’ and all that follows and insert-
ing ‘‘clandestine intelligence activities;’’; 
and 

(B) by striking subparagraph (B) and in-
serting the following: 

‘‘(B) if the records sought contain book-
seller records, or are from a library and con-
tain personally identifiable information 
about a patron of the library, a statement of 
facts showing that there are reasonable 
grounds to believe that the records sought— 

‘‘(i) are relevant to an authorized inves-
tigation (other than a threat assessment) 
conducted in accordance with subsection 
(a)(2) to obtain foreign intelligence informa-
tion not concerning a United States person 
or to protect against international terrorism 
or clandestine intelligence activities; and 

‘‘(ii)(I) pertain to a foreign power or an 
agent of a foreign power; 

‘‘(II) are relevant to the activities of a sus-
pected agent of a foreign power who is the 
subject of such authorized investigation; or 

‘‘(III) pertain to an individual in contact 
with, or known to, a suspected agent of a for-
eign power; and 

‘‘(C) a statement of proposed minimization 
procedures.’’; 

(3) in subsection (c)(1)— 
(A) by inserting ‘‘and that the proposed 

minimization procedures meet the definition 
of minimization procedures under subsection 
(g)’’ after ‘‘subsections (a) and (b)’’; 

(B) by inserting ‘‘, and directing that the 
minimization procedures be followed’’ after 
‘‘release of tangible things’’; and 

(C) by striking the second sentence; and 
(4) by adding at the end the following: 
‘‘(i) DEFINITIONS.—In this section— 
‘‘(1) the term ‘bookseller records’ means 

transactional records reflecting the purchase 
(including subscription purchase) or rental of 
books, journals, or magazines, whether in 
digital form or in print, of an individual or 
entity engaged in the sale or rental of books, 
journals, or magazines; 

‘‘(2) the term ‘library’ has the meaning 
given that term in section 213(1) of the Li-
brary Services and Technology Act (20 U.S.C. 
9122(1)); 

‘‘(3) the term ‘patron’ means a purchaser, 
renter, borrower, user, or subscriber of goods 
or services from a library; and 

‘‘(4) the term ‘personally identifiable infor-
mation’ includes information that identifies 
a person as having used, requested, or ob-
tained specific reading materials or services 
from a library.’’. 

(b) TRANSITION PROCEDURES.—Notwith-
standing the amendments made by this Act, 
an order entered under section 501(c)(1) of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1861(c)(1)) that is in effect on 
the effective date of the amendments made 
by this section shall remain in effect until 
the expiration of the order. 

(c) TECHNICAL AND CONFORMING AMEND-
MENTS.— 

(1) DEFINITIONS.—Title V of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1861 et seq.) is amended by adding at the end 
the following: 
‘‘SEC. 503. DEFINITIONS. 

‘‘In this title, the terms ‘Attorney Gen-
eral’, ‘foreign intelligence information’, 
‘international terrorism’, ‘person’, ‘United 
States’, and ‘United States person’ have the 
meanings given such terms in section 101.’’. 

(2) TITLE HEADING.—Title V of the Foreign 
Intelligence Surveillance Act of 1978 (50 

U.S.C. 1861 et seq.) is amended in the title 
heading by inserting ‘‘AND OTHER TAN-
GIBLE THINGS’’ after ‘‘CERTAIN BUSI-
NESS RECORDS’’. 

(3) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.) is amended— 

(A) by striking the items relating to title 
V and section 501 and inserting the fol-
lowing: 
‘‘TITLE V—ACCESS TO CERTAIN BUSI-

NESS RECORDS AND OTHER TANGIBLE 
THINGS FOR FOREIGN INTELLIGENCE 
PURPOSES 

‘‘Sec. 501. Access to certain business records 
and other tangible things for 
foreign intelligence purposes 
and international terrorism in-
vestigations.’’; 

and 
(B) by inserting after the item relating to 

section 502 the following: 
‘‘Sec. 503. Definitions.’’. 
SEC. 5. ORDERS FOR PEN REGISTERS AND TRAP 

AND TRACE DEVICES FOR FOREIGN 
INTELLIGENCE PURPOSES. 

(a) APPLICATION.—Section 402(c) of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1842(c)) is amended— 

(1) in paragraph (1), by striking ‘‘and’’ at 
the end; 

(2) in paragraph (2)— 
(A) by striking ‘‘a certification by the ap-

plicant’’ and inserting ‘‘a statement of the 
facts and circumstances relied upon by the 
applicant to justify the belief of the appli-
cant’’; and 

(B) by striking the period at the end and 
inserting ‘‘; and’’; and 

(3) by adding at the end the following: 
‘‘(3) a statement of whether minimization 

procedures are being proposed and, if so, a 
statement of the proposed minimization pro-
cedures.’’. 

(b) MINIMIZATION.— 
(1) DEFINITION.—Section 401 of the Foreign 

Intelligence Surveillance Act of 1978 (50 
U.S.C. 1841) is amended by adding at the end 
the following: 

‘‘(4) The term ‘minimization procedures’ 
means— 

‘‘(A) specific procedures, that are reason-
ably designed in light of the purpose and 
technique of an order for the installation and 
use of a pen register or trap and trace device, 
to minimize the retention, and prohibit the 
dissemination, of nonpublicly available in-
formation known to concern unconsenting 
United States persons consistent with the 
need of the United States to obtain, produce, 
and disseminate foreign intelligence infor-
mation; 

‘‘(B) procedures that require that nonpub-
licly available information, which is not for-
eign intelligence information shall not be 
disseminated in a manner that identifies any 
United States person, without such person’s 
consent, unless such person’s identity is nec-
essary to understand foreign intelligence in-
formation or assess its importance; and 

‘‘(C) notwithstanding subparagraphs (A) 
and (B), procedures that allow for the reten-
tion and dissemination of information that 
is evidence of a crime which has been, is 
being, or is about to be committed and that 
is to be retained or disseminated for law en-
forcement purposes.’’. 

(2) PEN REGISTERS AND TRAP AND TRACE DE-
VICES.—Section 402 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1842) is amended— 

(A) in subsection (d)(1), by striking ‘‘the 
judge finds’’ and all that follows and insert-
ing the following: ‘‘the judge finds— 

‘‘(A) that the application satisfies the re-
quirements of this section; and 

‘‘(B) that, if there are exceptional cir-
cumstances justifying the use of minimiza-
tion procedures in a particular case, the pro-
posed minimization procedures meet the def-
inition of minimization procedures under 
this title.’’; and 

(B) by adding at the end the following: 
‘‘(h) At or before the end of the period of 

time for which the installation and use of a 
pen register or trap and trace device is ap-
proved under an order or an extension under 
this section, the judge may assess compli-
ance with any applicable minimization pro-
cedures by reviewing the circumstances 
under which information concerning United 
States persons was retained or dissemi-
nated.’’. 

(3) EMERGENCIES.—Section 403 of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1843) is amended— 

(A) by redesignating subsection (c) as sub-
section (d); and 

(B) by inserting after subsection (b) the 
following: 

‘‘(c) If the Attorney General authorizes the 
emergency installation and use of a pen reg-
ister or trap and trace device under this sec-
tion, the Attorney General shall require that 
minimization procedures be followed, if ap-
propriate.’’. 

(4) USE OF INFORMATION.—Section 405(a)(1) 
of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1845(a)(1)) is amended by 
striking ‘‘provisions of this section’’ and in-
serting ‘‘minimization procedures required 
under this title’’. 

(c) TRANSITION PROCEDURES.— 
(1) ORDERS IN EFFECT.—Notwithstanding 

the amendments made by this Act, an order 
entered under section 402(d)(1) of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1842(d)(1)) that is in effect on the ef-
fective date of the amendments made by this 
section shall remain in effect until the expi-
ration of the order. 

(2) EXTENSIONS.—A request for an exten-
sion of an order referred to in paragraph (1) 
shall be subject to the requirements of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.), as amended by this 
Act. 
SEC. 6. LIMITATIONS ON DISCLOSURE OF NA-

TIONAL SECURITY LETTERS. 
(a) IN GENERAL.—Section 2709 of title 18, 

United States Code, is amended by striking 
subsection (c) and inserting the following: 

‘‘(c) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no wire or electronic commu-
nication service provider, or officer, em-
ployee, or agent thereof, that receives a re-
quest under subsection (a), shall disclose to 
any person that the Director of the Federal 
Bureau of Investigation has sought or ob-
tained access to information or records 
under this section. 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the Director 
of the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 
no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
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‘‘(A) IN GENERAL.—A wire or electronic 

communication service provider, or officer, 
employee, or agent thereof, that receives a 
request under subsection (a) may disclose in-
formation otherwise subject to any applica-
ble nondisclosure requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subparagraph 
(A)(i) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A wire or electronic 

communications service provider that re-
ceives a request under subsection (a) shall 
have the right to judicial review of any ap-
plicable nondisclosure requirement. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the Government shall initiate judicial 
review under the procedures established in 
section 3511 of this title, unless an appro-
priate official of the Federal Bureau of the 
Investigation makes a notification under 
paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a recipient has submitted a 
notification under paragraph (3)(B), if the 
facts supporting a nondisclosure requirement 
cease to exist, an appropriate official of the 
Federal Bureau of Investigation shall 
promptly notify the wire or electronic serv-
ice provider, or officer, employee, or agent 
thereof, subject to the nondisclosure require-
ment that the nondisclosure requirement is 
no longer in effect.’’. 

(b) IDENTITY OF FINANCIAL INSTITUTIONS 
AND CREDIT REPORTS.—Section 626 of the 
Fair Credit Reporting Act (15 U.S.C. 1681u) is 
amended by striking subsection (d) and in-
serting the following: 

‘‘(d) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no consumer reporting agen-
cy, or officer, employee, or agent thereof, 
that receives a request or order under sub-
section (a), (b), or (c), shall disclose or speci-
fy in any consumer report, that the Federal 
Bureau of Investigation has sought or ob-
tained access to information or records 
under subsection (a), (b), or (c). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the Director 
of the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 

no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency, or officer, employee, or agent there-
of, that receives a request or order under 
subsection (a), (b), or (c) may disclose infor-
mation otherwise subject to any applicable 
nondisclosure requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest or order; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request or 
order; or 

‘‘(iii) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subparagraph 
(A)(i) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request or order is issued 
under subsection (a), (b), or (c) in the same 
manner as the person to whom the request or 
order is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency that receives a request or order under 
subsection (a), (b), or (c) shall have the right 
to judicial review of any applicable non-
disclosure requirement. 

‘‘(B) NOTIFICATION.—A request or order 
under subsection (a), (b), or (c) shall state 
that if the recipient wishes to have a court 
review a nondisclosure requirement, the re-
cipient shall notify the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request or order under sub-
section (a), (b), or (c) makes a notification 
under subparagraph (B), the Government 
shall initiate judicial review under the pro-
cedures established in section 3511 of title 18, 
United States Code, unless an appropriate of-
ficial of the Federal Bureau of Investigation 
makes a notification under paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest or order for which a consumer report-
ing agency has submitted a notification 
under paragraph (3)(B), if the facts sup-
porting a nondisclosure requirement cease to 
exist, an appropriate official of the Federal 
Bureau of Investigation shall promptly no-
tify the consumer reporting agency, or offi-
cer, employee, or agent thereof, subject to 
the nondisclosure requirement that the non-
disclosure requirement is no longer in ef-
fect.’’. 

(c) DISCLOSURES TO GOVERNMENTAL AGEN-
CIES FOR COUNTERTERRORISM PURPOSES.— 
Section 627 of the Fair Credit Reporting Act 
(15 U.S.C. 1681v) is amended by striking sub-
section (c) and inserting the following: 

‘‘(c) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no consumer reporting agen-
cy, or officer, employee, or agent thereof, 
that receives a request under subsection (a), 
shall disclose to any person or specify in any 
consumer report, that a government agency 
has sought or obtained access to information 
under subsection (a). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the head of a 
government agency authorized to conduct 
investigations of, or intelligence or counter-
intelligence activities or analysis related to, 
international terrorism, or a designee, cer-
tifies that, absent a prohibition of disclosure 
under this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency, or officer, employee, or agent there-
of, that receives a request under subsection 
(a) may disclose information otherwise sub-
ject to any applicable nondisclosure require-
ment to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the 
head of the government agency authorized to 
conduct investigations of, or intelligence or 
counterintelligence activities or analysis re-
lated to, international terrorism, or a des-
ignee. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the head of a gov-
ernment agency authorized to conduct inves-
tigations of, or intelligence or counterintel-
ligence activities or analysis related to, 
international terrorism, or a designee, those 
persons to whom disclosure will be made 
under subparagraph (A)(i) or to whom such 
disclosure was made before the request shall 
be identified to the head of the government 
agency or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency that receives a request under sub-
section (a) shall have the right to judicial re-
view of any applicable nondisclosure require-
ment. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the government shall initiate judicial 
review under the procedures established in 
section 3511 of title 18, United States Code, 
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unless an appropriate official of the govern-
ment agency authorized to conduct inves-
tigations of, or intelligence or counterintel-
ligence activities or analysis related to, 
international terrorism makes a notification 
under paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a consumer reporting agency 
has submitted a notification under para-
graph (3)(B), if the facts supporting a non-
disclosure requirement cease to exist, an ap-
propriate official of the government agency 
authorized to conduct investigations of, or 
intelligence or counterintelligence activities 
or analysis related to, international ter-
rorism shall promptly notify the consumer 
reporting agency, or officer, employee, or 
agent thereof, subject to the nondisclosure 
requirement that the nondisclosure require-
ment is no longer in effect.’’. 

(d) FINANCIAL RECORDS.—Section 1114(a)(5) 
of the Right to Financial Privacy Act of 1978 
(12 U.S.C. 3414(a)(5)) is amended by striking 
subparagraph (D) and inserting the fol-
lowing: 

‘‘(D) PROHIBITION OF CERTAIN DISCLO-
SURE.— 

‘‘(i) PROHIBITION.— 
‘‘(I) IN GENERAL.—If a certification is 

issued under subclause (II) and notice of the 
right to judicial review under clause (iii) is 
provided, no financial institution, or officer, 
employee, or agent thereof, that receives a 
request under subparagraph (A), shall dis-
close to any person that the Federal Bureau 
of Investigation has sought or obtained ac-
cess to information or records under sub-
paragraph (A). 

‘‘(II) CERTIFICATION.—The requirements of 
subclause (I) shall apply if the Director of 
the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 
no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subparagraph, there may result— 

‘‘(aa) a danger to the national security of 
the United States; 

‘‘(bb) interference with a criminal, 
counterterrorism, or counterintelligence in-
vestigation; 

‘‘(cc) interference with diplomatic rela-
tions; or 

‘‘(dd) danger to the life or physical safety 
of any person. 

‘‘(ii) EXCEPTION.— 
‘‘(I) IN GENERAL.—A financial institution, 

or officer, employee, or agent thereof, that 
receives a request under subparagraph (A) 
may disclose information otherwise subject 
to any applicable nondisclosure requirement 
to— 

‘‘(aa) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(bb) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(cc) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(II) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subclause 
(I)(aa) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(III) NONDISCLOSURE REQUIREMENT.—A 
person to whom disclosure is made under 
subclause (I) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
paragraph (A) in the same manner as the 
person to whom the request is issued. 

‘‘(IV) NOTICE.—Any recipient that discloses 
to a person described in subclause (I) infor-
mation otherwise subject to a nondisclosure 
requirement shall inform the person of the 
applicable nondisclosure requirement. 

‘‘(iii) RIGHT TO JUDICIAL REVIEW.— 
‘‘(I) IN GENERAL.—A financial institution 

that receives a request under subparagraph 
(A) shall have the right to judicial review of 
any applicable nondisclosure requirement. 

‘‘(II) NOTIFICATION.—A request under sub-
paragraph (A) shall state that if the recipi-
ent wishes to have a court review a non-
disclosure requirement, the recipient shall 
notify the Government. 

‘‘(III) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subparagraph (A) 
makes a notification under subclause (II), 
the Government shall initiate judicial re-
view under the procedures established in sec-
tion 3511 of title 18, United States Code, un-
less an appropriate official of the Federal 
Bureau of Investigation makes a notification 
under clause (iv). 

‘‘(iv) TERMINATION.—In the case of any re-
quest for which a financial institution has 
submitted a notification under clause 
(iii)(II), if the facts supporting a nondisclo-
sure requirement cease to exist, an appro-
priate official of the Federal Bureau of In-
vestigation shall promptly notify the finan-
cial institution, or officer, employee, or 
agent thereof, subject to the nondisclosure 
requirement that the nondisclosure require-
ment is no longer in effect.’’. 

(e) REQUESTS BY AUTHORIZED INVESTIGA-
TIVE AGENCIES.—Section 802 of the National 
Security Act of 1947 (50 U.S.C. 436), is amend-
ed by striking subsection (b) and inserting 
the following: 

‘‘(b) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no governmental or private 
entity, or officer, employee, or agent there-
of, that receives a request under subsection 
(a), shall disclose to any person that an au-
thorized investigative agency described in 
subsection (a) has sought or obtained access 
to information under subsection (a). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the head of 
an authorized investigative agency described 
in subsection (a), or a designee, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A governmental or pri-

vate entity, or officer, employee, or agent 
thereof, that receives a request under sub-
section (a) may disclose information other-
wise subject to any applicable nondisclosure 
requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the 
head of the authorized investigative agency 
described in subsection (a). 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the head of an au-
thorized investigative agency described in 
subsection (a), or a designee, those persons 
to whom disclosure will be made under sub-

paragraph (A)(i) or to whom such disclosure 
was made before the request shall be identi-
fied to the head of the authorized investiga-
tive agency or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A governmental or pri-

vate entity that receives a request under 
subsection (a) shall have the right to judicial 
review of any applicable nondisclosure re-
quirement. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the Government shall initiate judicial 
review under the procedures established in 
section 3511 of title 18, United States Code, 
unless an appropriate official of the author-
ized investigative agency described in sub-
section (a) makes a notification under para-
graph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a governmental or private 
entity has submitted a notification under 
paragraph (3)(B), if the facts supporting a 
nondisclosure requirement cease to exist, an 
appropriate official of the authorized inves-
tigative agency described in subsection (a) 
shall promptly notify the governmental or 
private entity, or officer, employee, or agent 
thereof, subject to the nondisclosure require-
ment that the nondisclosure requirement is 
no longer in effect.’’. 
SEC. 7. JUDICIAL REVIEW OF FISA ORDERS AND 

NATIONAL SECURITY LETTERS. 

(a) FISA.—Section 501(f)(2) of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861(f)(2)) is amended— 

(1) in subparagraph (A)— 
(A) in clause (i)— 
(i) by striking ‘‘a production order’’ and in-

serting ‘‘a production order or nondisclosure 
order’’; and 

(ii) by striking ‘‘Not less than 1 year’’ and 
all that follows; and 

(B) in clause (ii), by striking ‘‘production 
order or nondisclosure’’; and 

(2) in subparagraph (C)— 
(A) by striking clause (ii); and 
(B) by redesignating clause (iii) as clause 

(ii). 
(b) JUDICIAL REVIEW OF NATIONAL SECURITY 

LETTERS.—Section 3511(b) of title 18, United 
States Code, is amended to read as follows: 

‘‘(b) NONDISCLOSURE.— 
‘‘(1) IN GENERAL.— 
‘‘(A) NOTICE.—If a recipient of a request or 

order for a report, records, or other informa-
tion under section 2709 of this title, section 
626 or 627 of the Fair Credit Reporting Act (15 
U.S.C. 1681u and 1681v), section 1114 of the 
Right to Financial Privacy Act of 1978 (12 
U.S.C. 3414), or section 802 of the National 
Security Act of 1947 (50 U.S.C. 436), wishes to 
have a court review a nondisclosure require-
ment imposed in connection with the request 
or order, the recipient shall notify the Gov-
ernment. 

‘‘(B) APPLICATION.—Not later than 30 days 
after the date of receipt of a notification 
under subparagraph (A), the Government 
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shall apply for an order prohibiting the dis-
closure of the existence or contents of the 
relevant request or order. An application 
under this subparagraph may be filed in the 
district court of the United States for the ju-
dicial district in which the recipient of the 
order is doing business or in the district 
court of the United States for any judicial 
district within which the authorized inves-
tigation that is the basis for the request or 
order is being conducted. The applicable non-
disclosure requirement shall remain in effect 
during the pendency of proceedings relating 
to the requirement. 

‘‘(C) CONSIDERATION.—A district court of 
the United States that receives an applica-
tion under subparagraph (B) should rule ex-
peditiously, and shall, subject to paragraph 
(3), issue a nondisclosure order that includes 
conditions appropriate to the circumstances. 

‘‘(2) APPLICATION CONTENTS.—An applica-
tion for a nondisclosure order or extension 
thereof under this subsection shall include a 
certification from the Attorney General, 
Deputy Attorney General, an Assistant At-
torney General, or the Director of the Fed-
eral Bureau of Investigation, or in the case 
of a request by a department, agency, or in-
strumentality of the Federal Government 
other than the Department of Justice, the 
head or deputy head of the department, 
agency, or instrumentality, containing a 
statement of specific facts indicating that, 
absent a prohibition of disclosure under this 
subsection, there may result— 

‘‘(A) a danger to the national security of 
the United States; 

‘‘(B) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(C) interference with diplomatic rela-
tions; or 

‘‘(D) danger to the life or physical safety of 
any person. 

‘‘(3) STANDARD.—A district court of the 
United States shall issue a nondisclosure re-
quirement order or extension thereof under 
this subsection if the court determines, giv-
ing substantial weight to the certification 
under paragraph (2) that there is reason to 
believe that disclosure of the information 
subject to the nondisclosure requirement 
during the applicable time period will result 
in— 

‘‘(A) a danger to the national security of 
the United States; 

‘‘(B) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(C) interference with diplomatic rela-
tions; or 

‘‘(D) danger to the life or physical safety of 
any person.’’. 

(c) MINIMIZATION.—Section 501(g)(1) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1861(g)(1)) is amended by striking 
‘‘Not later than’’ and all that follows and in-
serting ‘‘At or before the end of the period of 
time for the production of tangible things 
under an order approved under this section 
or at any time after the production of tan-
gible things under an order approved under 
this section, a judge may assess compliance 
with the minimization procedures by review-
ing the circumstances under which informa-
tion concerning United States persons was 
retained or disseminated.’’. 
SEC. 8. CERTIFICATION FOR ACCESS TO TELE-

PHONE TOLL AND TRANSACTIONAL 
RECORDS. 

(a) IN GENERAL.—Section 2709 of title 18, 
United States Code, as amended by this Act, 
is amended— 

(1) by striking subsection (e); 
(2) by redesignating subsections (c) and (d) 

as subsections (d) and (e), respectively; and 
(3) by inserting after subsection (b) the fol-

lowing: 

‘‘(c) WRITTEN STATEMENT.—The Director of 
the Federal Bureau of Investigation, or a 
designee in a position not lower than Deputy 
Assistant Director at Bureau headquarters 
or a Special Agent in Charge in a Bureau 
field office designated by the Director, may 
make a certification under subsection (b) 
only upon a written statement, which shall 
be retained by the Federal Bureau of Inves-
tigation, of specific facts showing that there 
are reasonable grounds to believe that the 
information sought is relevant to the au-
thorized investigation described in sub-
section (b).’’. 

(b) IDENTITY OF FINANCIAL INSTITUTIONS 
AND CREDIT REPORTS.—Section 626 of the 
Fair Credit Reporting Act (15 U.S.C. 1681u), 
as amended by this Act, is amended— 

(1) by striking subsection (h); 
(2) by redesignating subsections (d), (e), (f), 

and (g) as subsections (e), (f), (g), and (h), re-
spectively; and 

(3) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) WRITTEN STATEMENT.—The Director of 
the Federal Bureau of Investigation, or a 
designee in a position not lower than Deputy 
Assistant Director at Bureau headquarters 
or a Special Agent in Charge in a Bureau 
field office designated by the Director, may 
make a certification under subsection (a) or 
(b) only upon a written statement, which 
shall be retained by the Federal Bureau of 
Investigation, of specific facts showing that 
there are reasonable grounds to believe that 
the information sought is relevant to the au-
thorized investigation described in sub-
section (a) or (b), as the case may be.’’. 

(c) DISCLOSURES TO GOVERNMENTAL AGEN-
CIES FOR COUNTERTERRORISM PURPOSES.— 
Section 627(b) of the Fair Credit Reporting 
Act (15 U.S.C. 1681v(b)) is amended— 

(1) in the subsection heading, by striking 
‘‘FORM OF CERTIFICATION’’ and inserting 
‘‘CERTIFICATION’’; 

(2) by striking ‘‘The certification’’ and in-
serting the following: 

‘‘(1) FORM OF CERTIFICATION.—The certifi-
cation’’; and 

(3) by adding at the end the following: 
‘‘(2) WRITTEN STATEMENT.—A supervisory 

official or officer described in paragraph (1) 
may make a certification under subsection 
(a) only upon a written statement, which 
shall be retained by the government agency, 
of specific facts showing that there are rea-
sonable grounds to believe that the informa-
tion sought is relevant to the authorized in-
vestigation described in subsection (a).’’. 

(d) FINANCIAL RECORDS.—Section 1114(a)(5) 
of the Right to Financial Privacy Act of 1978 
(12 U.S.C. 3414(a)(5)), as amended by this Act, 
is amended— 

(1) by striking subparagraph (C); 
(2) by redesignating subparagraph (B) as 

subparagraph (C); and 
(3) by inserting after subparagraph (A) the 

following: 
‘‘(B) The Director of the Federal Bureau of 

Investigation, or a designee in a position not 
lower than Deputy Assistant Director at Bu-
reau headquarters or a Special Agent in 
Charge in a Bureau field office designated by 
the Director, may make a certification 
under subparagraph (A) only upon a written 
statement, which shall be retained by the 
Federal Bureau of Investigation, of specific 
facts showing that there are reasonable 
grounds to believe that the information 
sought is relevant to the authorized inves-
tigation described in subparagraph (A).’’. 

(e) REQUESTS BY AUTHORIZED INVESTIGA-
TIVE AGENCIES.—Section 802(a) of the Na-
tional Security Act of 1947 (50 U.S.C. 436(a)) 
is amended by adding at the end the fol-
lowing: 

‘‘(4) A department or agency head, deputy 
department or agency head, or senior official 

described in paragraph (3)(A) may make a 
certification under paragraph (3)(A) only 
upon a written statement, which shall be re-
tained by the authorized investigative agen-
cy, of specific facts showing that there are 
reasonable grounds to believe that the infor-
mation sought is relevant to the authorized 
inquiry or investigation described in para-
graph (3)(A)(ii).’’. 

(f) TECHNICAL AND CONFORMING AMEND-
MENTS.— 

(1) OBSTRUCTION OF CRIMINAL INVESTIGA-
TIONS.—Section 1510(e) of title 18, United 
States Code, is amended by striking ‘‘section 
2709(c)(1) of this title, section 626(d)(1) or 
627(c)(1) of the Fair Credit Reporting Act (15 
U.S.C. 1681u(d)(1) or 1681v(c)(1)), section 
1114(a)(3)(A) or 1114(a)(5)(D)(i) of the Right to 
Financial Privacy Act (12 U.S.C. 3414(a)(3)(A) 
or 3414(a)(5)(D)(i)),’’ and inserting ‘‘section 
2709(d)(1) of this title, section 626(e)(1) or 
627(c)(1) of the Fair Credit Reporting Act (15 
U.S.C. 1681u(e)(1) and 1681v(c)(1)), section 
1114(a)(3)(A) or 1114(a)(5)(D)(i) of the Right to 
Financial Privacy Act of 1978 (12 U.S.C. 
3414(a)(3)(A) and 3414(a)(5)(D)(i)),’’. 

(2) SEMIANNUAL REPORTS.—Section 507(b) of 
the National Security Act of 1947 (50 U.S.C. 
415b(b)) is amended— 

(A) by striking paragraphs (4) and (5); and 
(B) by redesignating paragraph (6) as para-

graph (4). 
SEC. 9. PUBLIC REPORTING ON NATIONAL SECU-

RITY LETTERS. 
(a) IN GENERAL.—Section 118(c) of the USA 

PATRIOT Improvement and Reauthorization 
Act of 2005 (18 U.S.C. 3511 note) is amended to 
read as follows: 

‘‘(c) REPORTS ON REQUESTS FOR NATIONAL 
SECURITY LETTERS.— 

‘‘(1) DEFINITIONS.—In this subsection— 
‘‘(A) the term ‘applicable period’ means— 
‘‘(i) with respect to the first report sub-

mitted under paragraph (2) or (3), the period 
beginning 180 days after the date of enact-
ment of the PATRIOT Sunsets Extension 
Act of 2011 and ending on December 31, 2011; 
and 

‘‘(ii) with respect to the second report sub-
mitted under paragraph (2) or (3), and each 
report thereafter, the 6-month period ending 
on the last day of the second month before 
the date for submission of the report; and 

‘‘(B) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801). 

‘‘(2) CLASSIFIED FORM.— 
‘‘(A) IN GENERAL.—Not later than February 

1, 2012, and every 6 months thereafter, the 
Attorney General shall submit to the Select 
Committee on Intelligence, the Committee 
on the Judiciary, and the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate and the Permanent Select Committee 
on Intelligence, the Committee on the Judi-
ciary, and the Committee on Financial Serv-
ices of the House of Representatives a report 
fully informing the committees concerning 
the requests made under section 2709(a) of 
title 18, United States Code, section 
1114(a)(5)(A) of the Right to Financial Pri-
vacy Act of 1978 (12 U.S.C. 3414(a)(5)(A)), sec-
tion 626 of the Fair Credit Reporting Act (15 
U.S.C. 1681u), section 627 of the Fair Credit 
Reporting Act (15 U.S.C. 1681v), or section 802 
of the National Security Act of 1947 (50 
U.S.C. 436) during the applicable period. 

‘‘(B) CONTENTS.—Each report under sub-
paragraph (A) shall include, for each provi-
sion of law described in subparagraph (A)— 

‘‘(i) the number of authorized requests 
under the provision, including requests for 
subscriber information; and 

‘‘(ii) the number of authorized requests 
under the provision— 

‘‘(I) that relate to a United States person; 
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‘‘(II) that relate to a person that is not a 

United States person; 
‘‘(III) that relate to a person that is— 
‘‘(aa) the subject of an authorized national 

security investigation; or 
‘‘(bb) an individual who has been in con-

tact with or otherwise directly linked to the 
subject of an authorized national security in-
vestigation; and 

‘‘(IV) that relate to a person that is not 
known to be the subject of an authorized na-
tional security investigation or to have been 
in contact with or otherwise directly linked 
to the subject of an authorized national se-
curity investigation. 

‘‘(3) UNCLASSIFIED FORM.— 
‘‘(A) IN GENERAL.—Not later than February 

1, 2012, and every 6 months thereafter, the 
Attorney General shall submit to the Select 
Committee on Intelligence, the Committee 
on the Judiciary, and the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate and the Permanent Select Committee 
on Intelligence, the Committee on the Judi-
ciary, and the Committee on Financial Serv-
ices of the House of Representatives a report 
fully informing the committees concerning 
the aggregate total of all requests identified 
under paragraph (2) during the applicable pe-
riod ending on the last day of the second 
month before the date for submission of the 
report. Each report under this subparagraph 
shall be in unclassified form. 

‘‘(B) CONTENTS.—Each report under sub-
paragraph (A) shall include the aggregate 
total of requests— 

‘‘(i) that relate to a United States person; 
‘‘(ii) that relate to a person that is not a 

United States person; 
‘‘(iii) that relate to a person that is— 
‘‘(I) the subject of an authorized national 

security investigation; or 
‘‘(II) an individual who has been in contact 

with or otherwise directly linked to the sub-
ject of an authorized national security inves-
tigation; and 

‘‘(iv) that relate to a person that is not 
known to be the subject of an authorized na-
tional security investigation or to have been 
in contact with or otherwise directly linked 
to the subject of an authorized national se-
curity investigation.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 627 of the Fair Credit Report-
ing Act (15 U.S.C. 1681v) is amended by strik-
ing subsection (f). 
SEC. 10. PUBLIC REPORTING ON THE FOREIGN 

INTELLIGENCE SURVEILLANCE ACT 
OF 1978. 

(a) IN GENERAL.—Title VI of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1871) is amended by adding at the end 
the following: 
‘‘SEC. 602. ANNUAL UNCLASSIFIED REPORT. 

‘‘Not later than June 30, 2012, and every 
year thereafter, the Attorney General, in 
consultation with the Director of National 
Intelligence, and with due regard for the pro-
tection of classified information from unau-
thorized disclosure, shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives an unclassified re-
port summarizing how the authorities under 
this Act are used, including the impact of 
the use of the authorities under this Act on 
the privacy of United States persons (as de-
fined in section 101).’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of contents in the first sec-
tion of the Foreign Intelligence Surveillance 
Act of 1978 (50 U.S.C. 1801 et seq.) is amended 
by inserting after the item relating to sec-
tion 601 the following: 
‘‘Sec. 602. Annual unclassified report.’’. 

SEC. 11. AUDITS. 
(a) TANGIBLE THINGS.—Section 106A of the 

USA PATRIOT Improvement and Reauthor-
ization Act of 2005 (Public Law 109–177; 120 
Stat. 200) is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by striking ‘‘2006’’ and 

inserting ‘‘2013’’; 
(B) by striking paragraphs (2) and (3); 
(C) by redesignating paragraphs (4) and (5) 

as paragraphs (2) and (3), respectively; and 
(D) in paragraph (3), as so redesignated— 
(i) by striking subparagraph (C) and insert-

ing the following: 
‘‘(C) with respect to calendar years 2007 

through 2013, an examination of the mini-
mization procedures used in relation to or-
ders under section 501 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1861) and whether the minimization proce-
dures protect the constitutional rights of 
United States persons.’’; and 

(ii) in subparagraph (D), by striking ‘‘(as 
such term is defined in section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 
401a(4)))’’; 

(2) in subsection (c), by adding at the end 
the following: 

‘‘(3) CALENDAR YEARS 2007, 2008, AND 2009.— 
Not later than March 31, 2012, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives 
and the Committee on the Judiciary and the 
Select Committee on Intelligence of the Sen-
ate a report containing the results of the 
audit conducted under subsection (a) for cal-
endar years 2007, 2008, and 2009. 

‘‘(4) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Committee on the Judiciary and the Se-
lect Committee on Intelligence of the Senate 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2010 and 2011. 

‘‘(5) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Committee on the Judiciary and the Se-
lect Committee on Intelligence of the Senate 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2012 and 2013.’’; 

(3) by redesignating subsections (d) and (e) 
as subsections (e) and (f), respectively; 

(4) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) INTELLIGENCE ASSESSMENT.— 
‘‘(1) IN GENERAL.—For the period beginning 

on January 1, 2007 and ending on December 
31, 2013, the Inspector General of each ele-
ment of the intelligence community outside 
of the Department of Justice that used infor-
mation acquired under title V of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861 et seq.) in the intelligence activi-
ties of the element of the intelligence com-
munity shall— 

‘‘(A) assess the importance of the informa-
tion to the intelligence activities of the ele-
ment of the intelligence community; 

‘‘(B) examine the manner in which that in-
formation was collected, retained, analyzed, 
and disseminated by the element of the in-
telligence community; 

‘‘(C) describe any noteworthy facts or cir-
cumstances relating to orders under title V 
of the Foreign Intelligence Surveillance Act 
of 1978 as the orders relate to the element of 
the intelligence community; and 

‘‘(D) examine any minimization procedures 
used by the element of the intelligence com-
munity under title V of the Foreign Intel-
ligence Surveillance Act of 1978 and whether 
the minimization procedures protect the 
constitutional rights of United States per-
sons. 

‘‘(2) SUBMISSION DATES FOR ASSESSMENT.— 
‘‘(A) CALENDAR YEARS 2007 THROUGH 2009.— 

Not later than March 31, 2012, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representative a report con-
taining the results of the assessment for cal-
endar years 2007 through 2009. 

‘‘(B) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of each element of the intelligence com-
munity that conducts an assessment under 
this subsection shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives a report containing 
the results of the assessment for calendar 
years 2010 and 2011. 

‘‘(C) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of each element of the intelligence com-
munity that conducts an assessment under 
this subsection shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives a report containing 
the results of the assessment for calendar 
years 2012 and 2013.’’; 

(5) in subsection (e), as redesignated by 
paragraph (3)— 

(A) in paragraph (1)— 
(i) by striking ‘‘a report under subsection 

(c)(1) or (c)(2)’’ and inserting ‘‘any report 
under subsection (c) or (d)’’; and 

(ii) by inserting ‘‘and any Inspector Gen-
eral of an element of the intelligence com-
munity that submits a report under this sec-
tion’’ after ‘‘Justice’’; and 

(B) in paragraph (2), by striking ‘‘the re-
ports submitted under subsection (c)(1) and 
(c)(2)’’ and inserting ‘‘any report submitted 
under subsection (c) or (d)’’; 

(6) in subsection (f) as redesignated by 
paragraph (3)— 

(A) by striking ‘‘The reports submitted 
under subsections (c)(1) and (c)(2)’’ and in-
serting ‘‘Each report submitted under sub-
section (c)’’; and 

(B) by striking ‘‘subsection (d)(2)’’ and in-
serting ‘‘subsection (e)(2)’’; and 

(7) by adding at the end the following: 
‘‘(g) DEFINITIONS.—In this section— 
‘‘(1) the term ‘intelligence community’ has 

the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
401a); and 

‘‘(2) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801).’’. 

(b) NATIONAL SECURITY LETTERS.—Section 
119 of the USA PATRIOT Improvement and 
Reauthorization Act of 2005 (Public Law 109– 
177; 120 Stat. 219) is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by striking ‘‘2006’’ and 

inserting ‘‘2013’’; and 
(B) in paragraph (3)(C), by striking ‘‘(as 

such term is defined in section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 
401a(4)))’’; 
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(2) in subsection (c), by adding at the end 

the following: 
‘‘(3) CALENDAR YEARS 2007, 2008, AND 2009.— 

Not later than March 31, 2012, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives 
and the Committee on the Judiciary and the 
Select Committee on Intelligence of the Sen-
ate a report containing the results of the 
audit conducted under subsection (a) for cal-
endar years 2007, 2008, and 2009. 

‘‘(4) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Committee on the Judiciary and the Se-
lect Committee on Intelligence of the Senate 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2010 and 2011. 

‘‘(5) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Committee on the Judiciary and the Se-
lect Committee on Intelligence of the Senate 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2012 and 2013.’’; 

(3) by striking subsection (g) and inserting 
the following: 

‘‘(h) DEFINITIONS.—In this section— 
‘‘(1) the term ‘intelligence community’ has 

the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
401a); 

‘‘(2) the term ‘national security letter’ 
means a request for information under— 

‘‘(A) section 2709(a) of title 18, United 
States Code (to access certain communica-
tion service provider records); 

‘‘(B) section 1114(a)(5)(A) of the Right to 
Financial Privacy Act of 1978 (12 U.S.C. 
3414(a)(5)(A)) (to obtain financial institution 
customer records); 

‘‘(C) section 802 of the National Security 
Act of 1947 (50 U.S.C. 436) (to obtain financial 
information, records, and consumer reports); 

‘‘(D) section 626 of the Fair Credit Report-
ing Act (15 U.S.C. 1681u) (to obtain certain fi-
nancial information and consumer reports); 
or 

‘‘(E) section 627 of the Fair Credit Report-
ing Act (15 U.S.C. 1681v) (to obtain credit 
agency consumer records for counterter-
rorism investigations); and 

‘‘(3) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801).’’; 

(4) by redesignating subsections (d), (e), 
and (f) as subsections (e), (f), and (g), respec-
tively; 

(5) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) INTELLIGENCE ASSESSMENT.— 
‘‘(1) IN GENERAL.—For the period beginning 

on January 1, 2007 and ending on December 
31, 2013, the Inspector General of each ele-
ment of the intelligence community outside 
of the Department of Justice that issued na-
tional security letters in the intelligence ac-
tivities of the element of the intelligence 
community shall— 

‘‘(A) examine the use of national security 
letters by the element of the intelligence 
community during the period; 

‘‘(B) describe any noteworthy facts or cir-
cumstances relating to the use of national 
security letters by the element of the intel-
ligence community, including any improper 
or illegal use of such authority; 

‘‘(C) assess the importance of information 
received under the national security letters 
to the intelligence activities of the element 
of the intelligence community; and 

‘‘(D) examine the manner in which infor-
mation received under the national security 
letters was collected, retained, analyzed, and 
disseminated. 

‘‘(2) SUBMISSION DATES FOR ASSESSMENT.— 
‘‘(A) CALENDAR YEARS 2007 THROUGH 2009.— 

Not later than March 31, 2012, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representatives a report con-
taining the results of the assessment for cal-
endar years 2007 through 2009. 

‘‘(B) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of any element of the intelligence com-
munity that conducts an assessment under 
this subsection shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives a report containing 
the results of the assessment for calendar 
years 2010 and 2011. 

‘‘(C) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of any element of the intelligence com-
munity that conducts an assessment under 
this subsection shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives a report containing 
the results of the assessment for calendar 
years 2012 and 2013.’’; 

(6) in subsection (e), as redesignated by 
paragraph (4)— 

(A) in paragraph (1)— 
(i) by striking ‘‘a report under subsection 

(c)(1) or (c)(2)’’ and inserting ‘‘any report 
under subsection (c) or (d)’’; and 

(ii) by inserting ‘‘and any Inspector Gen-
eral of an element of the intelligence com-
munity that submits a report under this sec-
tion’’ after ‘‘Justice’’; and 

(B) in paragraph (2), by striking ‘‘the re-
ports submitted under subsection (c)(1) or 
(c)(2)’’ and inserting ‘‘any report submitted 
under subsection (c) or (d)’’; and 

(7) in subsection (f), as redesignated by 
paragraph (4)— 

(A) by striking ‘‘The reports submitted 
under subsections (c)(1) or (c)(2)’’ and insert-
ing ‘‘Each report submitted under subsection 
(c)’’; and 

(B) by striking ‘‘subsection (d)(2)’’ and in-
serting ‘‘subsection (e)(2)’’. 

(c) PEN REGISTERS AND TRAP AND TRACE 
DEVICES.— 

(1) AUDITS.—The Inspector General of the 
Department of Justice shall perform com-
prehensive audits of the effectiveness and 
use, including any improper or illegal use, of 
pen registers and trap and trace devices 
under title IV of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1841 et 
seq.) during the period beginning on January 
1, 2007 and ending on December 31, 2013. 

(2) REQUIREMENTS.—The audits required 
under paragraph (1) shall include— 

(A) an examination of the use of pen reg-
isters and trap and trace devices under title 
IV of the Foreign Intelligence Surveillance 
Act of 1978 for calendar years 2007 through 
2013; 

(B) an examination of the installation and 
use of a pen register or trap and trace device 
on emergency bases under section 403 of the 

Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1843); 

(C) any noteworthy facts or circumstances 
relating to the use of a pen register or trap 
and trace device under title IV of the For-
eign Intelligence Surveillance Act of 1978, in-
cluding any improper or illegal use of the au-
thority provided under that title; and 

(D) an examination of the effectiveness of 
the authority under title IV of the Foreign 
Intelligence Surveillance Act of 1978 as an 
investigative tool, including— 

(i) the importance of the information ac-
quired to the intelligence activities of the 
Federal Bureau of Investigation; 

(ii) the manner in which the information is 
collected, retained, analyzed, and dissemi-
nated by the Federal Bureau of Investiga-
tion, including any direct access to the infor-
mation provided to any other department, 
agency, or instrumentality of Federal, State, 
local, or tribal governments or any private 
sector entity; 

(iii) with respect to calendar years 2010 
through 2013, an examination of the mini-
mization procedures of the Federal Bureau of 
Investigation used in relation to pen reg-
isters and trap and trace devices under title 
IV of the Foreign Intelligence Surveillance 
Act of 1978 and whether the minimization 
procedures protect the constitutional rights 
of United States persons; 

(iv) whether, and how often, the Federal 
Bureau of Investigation used information ac-
quired under a pen register or trap and trace 
device under title IV of the Foreign Intel-
ligence Surveillance Act of 1978 to produce 
an analytical intelligence product for dis-
tribution within the Federal Bureau of In-
vestigation, to the intelligence community, 
or to another department, agency, or instru-
mentality of Federal, State, local, or tribal 
governments; and 

(v) whether, and how often, the Federal 
Bureau of Investigation provided informa-
tion acquired under a pen register or trap 
and trace device under title IV of the For-
eign Intelligence Surveillance Act of 1978 to 
law enforcement authorities for use in crimi-
nal proceedings. 

(3) SUBMISSION DATES.— 
(A) CALENDAR YEARS 2007 THROUGH 2009.—Not 

later than March 31, 2012, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Select Committee on Intelligence of the 
Senate and the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives a 
report containing the results of the audits 
conducted under paragraph (1) for calendar 
years 2007 through 2009. 

(B) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Select Committee on Intelligence of the 
Senate and the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives a 
report containing the results of the audits 
conducted under paragraph (1) for calendar 
years 2010 and 2011. 

(C) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of the Department of Justice shall sub-
mit to the Committee on the Judiciary and 
the Select Committee on Intelligence of the 
Senate and the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives a 
report containing the results of the audits 
conducted under paragraph (1) for calendar 
years 2012 and 2013. 

(4) INTELLIGENCE ASSESSMENT.— 
(A) IN GENERAL.—For the period beginning 

January 1, 2007 and ending on December 31, 
2013, the Inspector General of any element of 
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the intelligence community outside of the 
Department of Justice that used information 
acquired under a pen register or trap and 
trace device under title IV of the Foreign In-
telligence Surveillance Act of 1978 in the in-
telligence activities of the element of the in-
telligence community shall— 

(i) assess the importance of the informa-
tion to the intelligence activities of the ele-
ment of the intelligence community; 

(ii) examine the manner in which the infor-
mation was collected, retained, analyzed, 
and disseminated; 

(iii) describe any noteworthy facts or cir-
cumstances relating to orders under title IV 
of the Foreign Intelligence Surveillance Act 
of 1978 as the orders relate to the element of 
the intelligence community; and 

(iv) examine any minimization procedures 
used by the element of the intelligence com-
munity in relation to pen registers and trap 
and trace devices under title IV of the For-
eign Intelligence Surveillance Act of 1978 
and whether the minimization procedures 
protect the constitutional rights of United 
States persons. 

(B) SUBMISSION DATES FOR ASSESSMENT.— 
(i) CALENDAR YEARS 2007 THROUGH 2009.—Not 

later than March 31, 2012, the Inspector Gen-
eral of each element of the intelligence com-
munity that conducts an assessment under 
this paragraph shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representative a report containing 
the results of the assessment for calendar 
years 2007 through 2009. 

(ii) CALENDAR YEARS 2010 AND 2011.—Not 
later than March 31, 2013, the Inspector Gen-
eral of each element of the intelligence com-
munity that conducts an assessment under 
this paragraph shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representative a report containing 
the results of the assessment for calendar 
years 2010 and 2011. 

(iii) CALENDAR YEARS 2012 AND 2013.—Not 
later than March 31, 2015, the Inspector Gen-
eral of each element of the intelligence com-
munity that conducts an assessment under 
this paragraph shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representative a report containing 
the results of the assessment for calendar 
years 2012 and 2013. 

(5) PRIOR NOTICE TO ATTORNEY GENERAL AND 
DIRECTOR OF NATIONAL INTELLIGENCE; COM-
MENTS.— 

(A) NOTICE.—Not later than 30 days before 
the submission of any report paragraph (3) or 
(4), the Inspector General of the Department 
of Justice and any Inspector General of an 
element of the intelligence community that 
submits a report under this subsection shall 
provide the report to the Attorney General 
and the Director of National Intelligence. 

(B) COMMENTS.—The Attorney General or 
the Director of National Intelligence may 
provide such comments to be included in any 
report submitted under paragraph (3) or (4) 
as the Attorney General or the Director of 
National Intelligence may consider nec-
essary. 

(6) UNCLASSIFIED FORM.—Each report sub-
mitted under paragraph (3) and any com-
ments included in that report under para-
graph (5)(B) shall be in unclassified form, but 
may include a classified annex. 

(d) DEFINITIONS.—In this section— 

(1) the terms ‘‘foreign intelligence infor-
mation’’ and ‘‘United States person’’ have 
the meanings given those terms in section 
101 of the Foreign Intelligence Surveillance 
Act of 1978 (50 U.S.C. 1801); and 

(2) the term ‘‘intelligence community’’ has 
the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
401a). 

(e) OFFSET.—Of the unobligated balances 
available in the Department of Justice As-
sets Forfeiture Fund established under sec-
tion 524(c)(1) of title 28, United States Code, 
$9,000,000 are permanently rescinded and 
shall be returned to the general fund of the 
Treasury. 
SEC. 12. DELAYED NOTICE SEARCH WARRANTS. 

Section 3103a(b)(3) of title 18, United States 
Code, is amended by striking ‘‘30 days’’ and 
inserting ‘‘7 days’’. 
SEC. 13. PROCEDURES. 

(a) IN GENERAL.—The Attorney General 
shall periodically review, and revise as nec-
essary, the procedures adopted by the Attor-
ney General on October 1, 2010 for the collec-
tion, use, and storage of information ob-
tained in response to a national security let-
ter issued under section 2709 of title 18, 
United States Code, section 1114(a)(5) of the 
Right to Financial Privacy Act of 1978 (12 
U.S.C. 3414(5)), section 626 of the Fair Credit 
Reporting Act (15 U.S.C. 1681u), or section 627 
of the Fair Credit Reporting Act (15 U.S.C. 
1681v). 

(b) CONSIDERATIONS.—In reviewing and re-
vising the procedures described in subsection 
(a), the Attorney General shall give due con-
sideration to the privacy interests of individ-
uals and the need to protect national secu-
rity. 

(c) REVISIONS TO PROCEDURES AND OVER-
SIGHT.—If the Attorney General makes any 
significant changes to the procedures de-
scribed in subsection (a), the Attorney Gen-
eral shall notify and submit a copy of the 
changes to the Committee on the Judiciary 
and the Select Committee on Intelligence of 
the Senate and the Committee on the Judici-
ary and the Permanent Select Committee on 
Intelligence of the House of Representatives. 
SEC. 14. SEVERABILITY. 

If any provision of this Act or an amend-
ment made by this Act, or the application of 
the provision to any person or circumstance, 
is held to be unconstitutional, the remainder 
of this Act and the amendments made by 
this Act, and the application of the provi-
sions of this Act and the amendments made 
by this Act to any other person or cir-
cumstance, shall not be affected thereby. 
SEC. 15. OFFSET. 

Of the unobligated balances available in 
the Department of Justice Assets Forfeiture 
Fund established under section 524(c)(1) of 
title 28, United States Code, $9,000,000 are 
permanently rescinded and shall be returned 
to the general fund of the Treasury. 
SEC. 16. ELECTRONIC SURVEILLANCE. 

Section 105(c)(1)(A) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1805(c)(1)(A)) is amended by inserting ‘‘with 
particularity’’ after ‘‘description’’. 
SEC. 17. EFFECTIVE DATE. 

The amendments made by sections 4, 5, 6, 
7, 8, and 12 shall take effect on the date that 
is 120 days after the date of enactment of 
this Act. 

f 

NOTICE OF HEARING 

COMMITTEE ON INDIAN AFFAIRS 
Mr. AKAKA. Mr. President, I would 

like to announce that the Committee 
on Indian Affairs will meet on Thurs-
day, May 26, 2011, at 2:15 p.m. in Room 

628 of the Dirksen Senate Office Build-
ing to conduct an oversight hearing en-
titled ‘‘In Our Way: Expanding the Suc-
cess of Native Language & Culture- 
Based Education.’’ 

Those wishing additional information 
may contact the Indian Affairs Com-
mittee at (202) 224–2251. 

f 

PRIVILEGES OF THE FLOOR 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that Dayle Elieson 
and James Cook, detailees on my Judi-
ciary Committee staff, be granted floor 
privileges for the remainder of the 
112th Congress. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

150TH ANNIVERSARY OF THE 
FOUNDING OF THE MASSACHU-
SETTS INSTITUTE OF TECH-
NOLOGY 

Mr. MANCHIN. Mr. President, I ask 
unanimous consent that the Senate 
proceed to the consideration of S. Res. 
195, which was submitted earlier today. 

The PRESIDING OFFICER. The 
clerk will report the resolution by 
title. 

The legislative clerk read as follows: 
A resolution (S. Res. 195) commemorating 

the 150th anniversary of the founding of the 
Massachusetts Institute of Technology, Cam-
bridge, Massachusetts. 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. MANCHIN. Mr. President, I ask 
unanimous consent that the resolution 
be agreed to, the preamble be agreed 
to, and the motions to reconsider be 
laid upon the table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 195) was 
agreed to. 

The preamble was agreed to. 
The resolution, with its preamble, 

reads as follows: 
S. RES. 195 

Whereas when the Massachusetts Institute 
of Technology (referred to in this preamble 
as ‘‘MIT’’) was founded by William Barton 
Rogers, on April 10, 1861, the doors to a pow-
erful new institution for education, dis-
covery, and technological advancement were 
opened; 

Whereas the commitment of MIT to inno-
vation and the entrepreneurial spirit has 
trained innovators and delivered 
groundbreaking technologies that have sig-
nificantly contributed to the fields of com-
puting, molecular biology, sustainable devel-
opment, biomedicine, new media, energy, 
and the environment; 

Whereas there are an estimated 6,900 com-
panies founded by MIT alumni in the State 
of Massachusetts alone, which have earned 
worldwide sales of approximately 
$164,000,000,000 and represent 26 percent of 
total sales made by Massachusetts compa-
nies; 

Whereas the distinguished living alumni of 
MIT have founded approximately 25,800 com-
panies that, as of 2011, provide jobs for ap-
proximately 3,300,000 people around the 
world and earn $2,200,000,000,000 in annual 
sales; 
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